**PREGÃO ELETRÔNICO PE.PPSA.003/2022**

**AQUISIÇÃO DE FIREWALL**

**(Atualizado em: 01/08/2022 – Esclarecimento nº 14, Perguntas e Respostas de 01 até 03)**

**ESCLARECIMENTO Nº 14**

**Pergunta nº 01:** De acordo com o documento “Edital PE PPSA 003 2022 - Aquisição Firewall - Final v2.pdf”, em seu Item “3.1.1.6 - No mínimo 4 portas Gigabit SFP;” e item “3.1.1.7 - No mínimo 4 portas 10 Gigabit SFP+;”, entendemos que já considera o fornecimento dos respectivos transceivers Short Range fornecidos pelo fabricante da solução proposta para o Iten 3.1, em alinhamento com a exigência do Item “3.6.1 - A contratada deverá disponibilizar por meio do fabricante serviço de suporte técnico pelo prazo de 60 (sessenta) meses, com, no mínimo, as seguintes características:” e seus subitens.

              Está correto nosso entendimento?

**Resposta n° 01:** Não, o entendimento está incorreto.

**Pergunta nº 02:** De acordo com o documento “Edital PE PPSA 003 2022 - Aquisição Firewall - Final v2.pdf”, em seu Item “3.4.2 - A autenticação da VPN deverá ser através de usuário e senha. A base da autenticação deverá ser sincronizada de forma dinâmica com o Active Directory Windows da PPSA, além disso deverá possuir múltiplo fator de autenticação.”, entendemos que este item deverá ser fornecido em concordância com o item “3.6.1 - A contratada deverá disponibilizar por meio do fabricante serviço de suporte técnico pelo prazo de 60 (sessenta) meses, com, no mínimo, as seguintes características:” e seus subitens, garantindo assim que a solução ofertada tenha cobertura de garantia pelo fabricante da solução descrita no Item 1.1.

              Está correto nosso entendimento?

**Resposta nº 02:** O Serviço VPN deverá funcionar por 60 meses.

**Pergunta nº 03:** De acordo com o documento “Edital PE PPSA 003 2022 - Aquisição Firewall - Final v2.pdf”, em seu Item “3.4.2 - A autenticação da VPN deverá ser através de usuário e senha. A base da autenticação deverá ser sincronizada de forma dinâmica com o Active Directory Windows da PPSA, além disso deverá possuir múltiplo fator de autenticação.”, entendemos que na falta de licenciamento de suporte ativo, o acesso VPN assim como Multiplo Fator de Autenticação não deverão ficar indisponíveis, fazendo com que o acesso remoto seguro seja garantido sem a necessidade de contrato de suporte ativo.

              Está correto nosso entendimento?

**Resposta nº 03:**  O Serviço VPN deverá funcionar por 60 meses. A estratégia para garantir que o serviço VPN não sofra interrupção durante este prazo é de responsabilidade da proponente.